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Abstract— In this paper, we propose the data fairness transmission and adaptive duty cycle through machine learning in wireless sensor 

networks. The mechanism of this paper is mainly composed of two parts. The proposed mechanism is based on the sleep-wake structure, 

which is one of the methods to increase the lifespan of the entire network by efficiently using the energy of the nodes. The first is a 

mechanism to support priority and data fairness. To this end, data input to the node is divided into priority classes according to 

transmission urgency and stored. Introduces the concept of cross-layer to rearrange data destined for the same destination. In addition, 

we propose a fair data transmission mechanism that allows even low-priority data to participate in transmission after a certain period. 

The second is an adaptive duty cycle mechanism through machine learning. For this purpose, public data related to forest fires are 

collected. The collected data is refined into data for each forest fire location and data for each forest fire time. For the refined data, an 

SVM (Support Vector Machine) model of supervised learning is used for machine learning, and a mechanism for adaptively adjusting 

the duty cycle of each node through the trained model is proposed. The computer language used for machine learning is Python 

language, and Google's Psychic Learn is used for the machine learning library. It was compared with the existing MAC protocol for 

evaluation, and it was confirmed that excellent energy efficiency results were obtained. 
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I. INTRODUCTION 

Since wireless sensor networks (WSNs) are battery-

powered environments, efficient energy use is very important. 

Most wireless sensor networks mainly collect and transmit 

only basic information such as temperature, humidity, and 

pressure. However, in recent years, wireless sensor networks 

have been used in more diverse applications. Also, the 

requirements are different depending on the application 

environment. There may be an environment that requires 

reliability, an environment that requires accuracy, and an 

environment that requires real-time. Therefore, in the wireless 

sensor network, it is necessary to support different QoS 
according to the application environment [1], [2]. The 

development of wireless sensor networks is attracting 

attention in various places such as the military field, the 

environment field, the medical field, the transportation field, 

and the field of factory industrialization. Also, with the 

development of science and technology, the price of hardware 

such as CMOS cameras and microphones is getting smaller 

and cheaper. Therefore, it is necessary to consider the 

application of data with various characteristics, such as 

multimedia transmission, rather than staying on the 

application of basic information transmissions such as current 

temperature, humidity, pressure, and location [3], [4].  
Wireless sensors are randomly distributed in a specific area 

to be measured, and these nodes form a network by 

themselves. A sensor node may also transmit basic and 

periodic data such as temperature and humidity. In addition to 

the periodic data, there may be event (image, video) data 

exceeding a threshold. As data that reports the temperature 

and humidity of the direct area, the importance of urgency is 

reduced, but if the transmission is not performed for a long 

time, the base station (BS) can determine that the sensor or 

network is abnormal. In addition, in the case of event data, 

most of the urgency data that can be generated when a 
temperature higher than the reference temperature is detected 

as data exceeding a threshold value. Such data should be 

transmitted without delay as much as possible because there 

is a requirement for the delay. However, in the case of event 

data, most of the event data is burst data, and once it occurs, 
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it is continuously and massively generated, so it can 

continuously occupy traffic in the wireless sensor network 

considering priority. Meanwhile, in the case of multimedia 

data, a periodic image of the surrounding environment may 

be received, and when event data is generated, an image may 

be received from a sensor adjacent to the event data 

generating sensor. In the field of environmental monitoring, it 

is difficult to expect proper transmission under the conditions 

required for transmission of data other than event data with 

the wireless sensor network MAC (Medium Access Control) 

protocol, which gives only priority, which has been 
researched in the past. In addition, various variables according 

to wildfires are trained on an artificial intelligence machine 

learning model. A suitable duty cycle can be predicted as a 

learning result. Through this, energy efficiency can be 

promoted. 

Research conducted on the MAC layer of a wireless sensor 

network can be divided into three major categories. It can be 

divided into a random-access method, a slotted-access 

method, and a hybrid method. The first random approach is 

contention-based. The first random-access method is a 

contention-based method and typically includes a Carrier 
Sense Multiple Access (CSMA) method [5]. The CSMA 

method is a method in which a sensor node with data to 

transmit detects a channel in advance before transmitting data, 

delays transmission for a certain period of time if the channel 

is in use and transmits data only when the channel is idle. This 

method has the advantage of being easy to implement. 

However, the disadvantage of this transmission method is that 

collision may occur when access is made from two or more 

sensor nodes at the same time, and transmission efficiency 

decreases when there is a lot of data to be transmitted. 

Representative protocols using this method include S-MAC 
(Sensor-MAC) [6], [7] and T-MAC (Timeout-MAC) [8]. fig. 

1 shows the S-MAC protocol. 

 

 
Fig. 1  S-MAC (Sensor-MAC) protocol 

 

S-MAC is one of the competition-based representative 

protocols, and the biggest feature is to save energy through 

periodic sleep-awake. fig. 4 shows the data transmission 

process of S-MAC protocol. S-MAC periodically repeats 

listen and sleep to reduce energy consumption when the 

sensor node is not a receiving node. The listen section consists 

of a synchronization period and a data transmission section. 

As shown in the figure, node A broadcasts its own schedule 

information during the synchronization period. It waits some 

time to avoid collision and then sends a Request-To-Send 

(RTS). Node B sends a CTS (Clear-To-Send) packet to node 

A in response to the RTS packet, and data reception is 

performed during the sleep period. Node C knows that Node 

B is the receiver by the CTS packet of Node B and enters sleep 

mode in the sleep period to reduce energy consumption. 

However, since S-MAC has a fixed duty cycle as above, when 

data transmission does not occur, it consumes energy with a 
fixed listen, and when data transmission occurs, transmission 

is delayed with a fixed sleep. ) has the disadvantage of being. 

Fig 2 shows the T-MAC protocol.  

 

Fig. 2  T-MAC(Timeout-MAC) protocol 

 

T-MAC is a competition-based protocol that supplements 

the problems of the fixed duty cycle of the S-MAC protocol. 

The figure shows the basic operation of T-MAC. T-MAC 

reduces the unnecessary idle listening period by actively 

adjusting the active listening period according to network 

traffic. S-MAC always maintains a wakeup state for a fixed 

active time, but T-MAC uses TA (Activity Time-out value) to 

immediately enter a sleep state when there is no transmission 
data for a certain period of time, thereby reducing energy 

consumption. However, T-MAC has the advantage of 

reducing energy consumption compared to S-MAC but has 

the same delay problem as S-MAC. 

The second slot approach is a scheduling-based method, 

and there is a representative time division multiple access 

(TDMA) method [9]. In the TDMA scheme, time is divided 

into frames, and one frame is composed of several slots. One 

slot is enough time for a node to transmit one data packet.  

In this method, since several sensor nodes are allotted 

different time slots for transmission, this method avoids 
collisions between nodes and transmitting data. However, the 

disadvantage of this method is that strict synchronization is 

required between the central sensor node and the sensor node, 

and resources may be wasted due to the possibility of empty 

slots for transmission in a network with low transmission. 
Representative protocols belonging to this include BMA (The 

Bit-Map-Assisted) [10] and EC-TDMA (An Energy-Efficient 

TDM A) [11].  

Third, a hybrid method is made by combining the 

advantages of the above two methods. A characteristic of this 

method is that energy can be effectively used by responding 

differently to the transmission method according to 
transmission traffic. 

The SVM (support vector machine) algorithm is one of the 

most used models in artificial intelligence machine learning. 

The SVM algorithm finds a hyperspace that can classify data 

composed of two classes as one of the widely used security 

measures for binary classification problems. The SVM model 

can be applied to both classification and regression and has 
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the advantage of high accuracy. It is also not sensitive to 

noise. However, if there are many attribute values of the input 

data, it has a disadvantage in that it takes a long time to learn. 

In addition, it is difficult to interpret, and it is difficult to find 

the reason for the derivation of the result. 

II. MATERIALS AND METHOD 

A. QAML-MAC Protocol 

There are two methods to support QoS in QAML-MAC 
[12]. First, it uses the cross-layer concept to reorder and 

transmit data destined for the same destination. Second, the 

priority of data is classified, stored in different classifiers, and 

transmitted. 

 

Fig. 3  QAML-MAC (A QoS Aware Multi-layer MAC) protocol 

 

fig. 3 shows the buffer allocation according to the priority 

of the received data. The figure shows that data received from 

neighboring nodes are classified according to transmission 

urgency and stored in a temporary buffer. Data is transmitted 
according to priority, and data directed in the same direction 

are rearranged and transmitted. 

Here, for convenience, data are divided into high-priority 

data and low-priority data. Examples of high-priority data 

include multimedia application-related data or an abnormal 

measurement value higher than a predetermined threshold. 

These high-priority data have the property of being delay-

sensitive. Each node creates a temporary buffer, rearranges 

the data order according to the destination, and preferentially 

transmits data destined for the same destination. Each node 

has several buffers with a priority, and after the high-priority 

data transmission is completed, the low-priority data 
transmission is performed. In QAML-MAC, to use energy 

efficiently, the listening section is multi-layered without 

overlapping. Fig. 4 shows energy savings due to tiering of the 

listening section. 

The QAML-MAC method will be usable in an 

environment where it does not matter, even if data with low 

priority is not transmitted. Event data exceeding a 

predetermined threshold has a burst property, and such burst 

data is continuously transmitted until the event disappears, 

causing a phenomenon of occupying network traffic.  

However, for the QAML-MAC protocol, only the 

conditions of a general wireless sensor network environment 

were considered. In this paper, we propose a MAC supporting 

QoS by transmitting a portion of data that cannot be 

transmitted due to high-priority data in a wireless sensor 

network in a specific environment. This method can also be 

applied in a special environment that is out of the existing 

general wireless sensor network environment. We also 

propose increasing energy efficiency by having an applied 
duty cycle using AI machine learning. 

 

Fig. 4  QAML-MAC protocol 

B. Proposed MAC Protocol 

As it is used in various fields, the types of data to be 
transmitted are also diversifying. These data may be 

specifically classified into multimedia data, event data 

exceeding a predetermined threshold, periodic data such as 

temperature and humidity location, and the like. However, 

when these various data are transmitted from the source node 

to the destination node, different quality of service (QoS) may 

be required. Among them, multimedia data is required to be 

transmitted without delay, even if there is some loss due to its 

characteristics. However, on the contrary, most measurement 

data, i.e., event data, exceeding a predetermined threshold 

value is data requiring urgency and has a request to be 

transmitted with a minimum delay. Finally, data that occurs 
periodically is often reported once at a predetermined time. In 

most cases, delay or loss of such data is not a big problem. 

However, even for periodically occurring data that does not 

require urgency, if it is not transmitted for a long time, it may 

cause a problem in which the transmission connection is 

disconnected or recognized as a network error. Fig. 5 shows 

the difference between the QAML-MAC protocol and the 

proposed method.   

In the above figure of fig. 5, it is assumed that there is Node 

1, Node 2, and Node 3 adjacent to each other among several 

nodes. It is assumed that the purpose of these sensors is to 
report temperature or humidity periodically, to report at once 

when event data exceeding a threshold value occurs, and to 

transmit an image to convey the situation from a nearby 

sensor when event data occurs. In the above figure, the relay 

node transmits the data received from the sensor node to the 

BS (base station) in TDMA method. That is, a case in which 
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a measured value exceeding a predetermined threshold is 

measured in sensor node 1 is considered.  

 

 
Fig. 5  Comparison with QAML-MAC protocol 

 

Consider the existing QAML-MAC protocol. The relay 

node will receive event data from sensor node 1, image data 

for a nearby area from adjacent sensor node 2, and periodic 

data from sensor node 3. Event data is burst data, and event 

data will be continuously transmitted to the relay node until 

the local temperature falls within the predetermined threshold 

range, and it will be assigned to and transmitted continuously. 

In this case, the surrounding sensor nodes 2 and 3 transmit 
data to the relay node, but the relay node stores it in a low-

priority class, and the transmission is pushed ahead of the 

priority, so the transmission will not be performed.  

In this paper, we intend to provide quality of service (QoS) 

for data with lower priority by securing the transmission of 

some data from sensor nodes 2 and 3 even in the above 

situation. fig. 5 As shown in the figure below, there are 

adjacent sensor nodes 1, 2, and 3, and event data is transmitted 

from sensor node 1. Sensor node 2 takes an image and sends 

it as data, and sensor node 3 sends periodic data. The relay 

sensor node classifies the transmitted data into classes and 

stores them in different buffers. Different buffers have 
different weights. Node 1 event data is stored in a buffer with 

a weight of 7. Node 2 image data is stored in a buffer with 

weight 2, and node 3 periodic data is stored in a buffer with 

weight 1. In weighted scheduling, a TDMA slot is allocated 

for transmission in consideration of the weight of each buffer.  

At this time, when there is no data in the buffer having a 

weight of 20% and a weight of 10%, all TDMA slots are 

actively allocated with the data of the buffer having a weight 

of 70%. If there is no event data, only image data and periodic 

data from the sensor node will be transmitted to the relay 

node. In this case, data is stored in a buffer with a weight of 

20% and a weight of 10%, and the data destined for the same 

destination is rearranged and transmitted with priority. fig. 6 
shows that the received data is allocated to a weighted buffer 

through a class buffer and actively allocated to TDMA by 

weight and transmitted. 

 
Fig. 6  Proposed protocol 

 
In order to classify the data class, each sensor node gives 

priority according to the value measured by itself or the 

transmission urgency of the data received from the 

neighboring node [12]. Transmission urgency u is packet 

urgency (Cc) according to the importance of the application 

layer, transmission hops (Hc) indicating the retransmission 

cost, residual energy (Ec), and the proportional load of the 

queue (queue's) proportional load), and the relation is as 

follows.[13,14] 
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Here, the proportional load on the queue is 
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� × �∑ ������ ��(�)
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In the above equation, Emax is the initial energy, Hmax is 

the maximum number of vacancies, and Cmax is the urgency 
level of the packet. In addition, n is the number of queues, Wi 

is the service weight of the i-th queue, and Qi and Qc(i) are 

the maximum and instantaneous load values. As shown in 

equation (1) above, the transmission urgency u is affected by 

energy, queue load, packet urgency, and the number of hops. 

Therefore, it is possible to increase the accuracy of packet 

transmission by using different weights for each of the above 

items according to applications and environments. As the 

value obtained through the above equation, the equations for 

the priority value p of the sensor node and the collision time 

are as follows [15], [16]. 
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 & = max(⌊(1 − �) × -⌋) , - − 1) (3) 

 0
1 = & × 23 + 4�56(23) (4) 

In these equations, the four values are the values obtained 

in the above equation (1), N is the priority level value, and d 

represents the size of the collision window. Each node puts 

the measured data or received data into the corresponding 

FIFO queue according to the priority determined by Equation 

(3) above. Due to the characteristics of the FIFO queue, data 

that arrives first is served first. 
The weight fair queuing (WFQ) algorithm is used in weight 

schedule. WFQ is a scheduling technique that evenly allocates 

network traffic considering weights. Data with weights of 

70%, 20%, and 10% are allocated time slots through weighted 

scheduling, and the method of calculating the allocated 

packet's transmission time and completion time is as follows 

[17], [18]. 

 7�," = max898:(0);, <�,"=�;  (5) 

 <�," = 7�," + >�,�
?�

 (6) 

Combining Equations (5) and (6), we get 

 <�," = max (max898:(0);, <�,"=�; + >�,�
?�

 (7) 

Subscript i corresponds to buffer i, and subscript n denotes 

the nth packet. And S is the packet transmission start time and 

f is the packet transmission completion time. L is the length 

of the packet. v(t) is the virtual system time defined by the 

packet scheduling algorithm. A(t) is the time the packet 

actually arrived. Therefore, time v(A(t)) means the virtual 

time used to determine the service order of packets when they 

enter the weighted scheduling. r is the service rate allocated 

to the session and is 0.7, 0.2, and 0.1, respectively, with 70%, 

20%, and 10% allocated. When a packet's start time and 
completion time are calculated by the above calculation 

method, the WFQ scheduler transmits the packet with the 

smallest completion time. Naturally, if there is no data in the 

buffer with a weight of 70%, data with a weight of 20% and a 

weight of 10% is allocated to TDMA and transmitted 

according to the above equation. Only % of the data will be 

transmitted via rearrangement of data destined for the same 

destination. Energy efficiency can be improved by actively 

allocating TDMA time slots using the WFQ algorithm. 

It also utilizes AI machine learning to set the adaptive duty 

cycle. fig. 7 shows the dataset used for machine learning 
training. The data set in fig. 7 consists of data related to forest 

fires, and the data set consists of two parts. It consists of 

information on areas where wildfires occur most frequently 

and information on times when wildfires occur most 

frequently. For the data set, three years (2019-2021) data 

provided by the Fire Department and each local autonomous 

district were used to extract elements by fire type (hourly, 

regional). 

Fig. 8 shows the machine learning analysis process. The 

data set that has undergone the preprocessing process is 

trained through a support vector machine (SVM) model [19] 

among machine learning supervised learning [20, 21]. By 
using the model to be learned, the duty cycle of the sensor 

node for each time and place is adjusted. For example, it 

improves reliability by having a small duty cycle in areas 

where there are many wildfires and at times when there are 

many wildfires. Conversely, it is a method to increase energy 

efficiency by setting a longer duty cycle in areas where there 

are not many wildfires and during times when there are not 

many wildfires. 

 

Fig. 7  Training Data 

 

 

Fig. 8  Schematic of the analysis process 

III. RESULTS AND DISCUSSION 

The performance of the proposed MAC protocol and the 

existing QAML-MAC is compared in this paper. The 

difference from the existing QAML-MAC is the same listen-

sleep structure, so in comparison to delay, it is mainly the 

packet transmission scheduling part. However, the proposed 

MAC protocol has the advantage of supporting QoS 
according to the urgency of data transmission, as well as 

supporting fairness between traffics by allowing transmission 

of traffic that has not been transmitted due to priorities for a 

certain period of time. Also, for performance comparison, it 

is assumed that 10% of the total data transmitted by each node 

has the highest priority traffic, that is, abnormal data 

exceeding a preset threshold. In addition, when such abnormal 

data occurs, it is assumed that these environments or 

multimedia traffic providing necessary images have the 

second priority, and these data are 15% of the total. Finally, it 

is assumed that the general data transmitted periodically is 
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75%. In this case, it is assumed that nodes with priority data 

transmit the data stored in the priority buffer first and then 

transmit other data. fig. 9 is a comparison of the delay of the 

MAC protocol proposed in this paper with that of the existing 

MAC. As shown in the figure, it can be seen that the MAC 

protocol proposed in this paper has low average delay for data 

with priority. Since SMAC protocol does not support priority 

by default, it shows the average delay of all transmitted data. 

 

 
Fig. 9  Priority data average delay 

 

Fig. 10 shows a comparison of fairness between traffic. As 

shown in the figure, if there is no initial abnormal data, only 

periodic data transmission takes place, so it occupies 100% of 

the total transmitted traffic. However, periodic data 
transmission with low priority is not performed when 

abnormal data occurs. After a certain period of time has 

elapsed after the occurrence of the abnormal state data, the 

necessary image information is transmitted. Even in this case, 

data with the lowest priority is not transmitted. However, 

since periodic data transmission has to be performed after the 

initial set 10 frame transmissions, the total ratio of periodic 

data increases by a certain amount. Finally, when abnormal 

data generation is stopped, only periodic data transmission is 

performed again as in the beginning. 

 

 

Fig. 10  Fairness comparison between traffic 

IV. CONCLUSION 

In this paper, we proposed an adaptive network MAC that 

compensates for the problems caused by the previously 

studied QAML-MAC protocol's inability to transmit other 

low-priority data due to high-priority data. In addition, energy 

efficiency was strengthened by selecting and training the 

optimal learning model of machine learning and setting the 

optimal adaptive duty cycle. 

In the existing QAML-MAC protocol, when data requiring 

urgency, that is, high priority, is continuously generated, data 

of relatively low priority in order to transmit such data may 

cause loss of information or connection problems due to 

transmission difficulties. There may be cases in which a waste 

of resources such as cutting or a wrong judgment may be 

made. In this paper, QoS is supported for high-priority data 

and low-priority data by assigning a certain weight to the low-

priority data and transmitting it. In addition, actively 
allocating slots during TDMA transmission can prevent 

wastage of unnecessary slots and increase energy efficiency. 

In addition, the optimal duty cycle can be set by utilizing the 

artificial intelligence machine learning model. This can 

reduce energy consumption, which is the most important issue 

in wireless sensor networks. 
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